Updated: August 5, 2015

Some problems that EventBooking users encounter are related to their browsers' security and privacy

settings, specifically those related to cookies and JavaScript. Both must be enabled for EB to be fully
functional.
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Safari



Chrome

1. Click the icon of three horizontal lines in the upper-right of the browser window.
2. Click Settings.

You've gone incegnitc. Fages you view in incegnita tabt wen't stick ancund in your browaer's history,
cookie store, or search history after ‘we closed all of incognito taks. Files deoramlosd ar
mﬁ;mn‘“.ﬂﬂhﬂm = - = 1 Relsunch Chaome in Windows & m
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you aren't imvisible. Going incognito doesn't hide your | ing from your emphoyer, your nbernet Edit
mtw ummmm
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Because Google Chrome does not contnol how extensicns handle your personal date, all extensions have
been disabled for incogmito windows. You can reerable them individually in the sxtensions mangger.

3. Click Show advanced settings.

Isers

You are currently the only Google Chrome user,

Add new user... | | Delete this user | | Import bookmarks and settings...

Default browser

The default browser is currently Google Chrome,

IShow advanced settinqs...l




Chrome 3

4. Click Content settings... under Privacy.

Privacy

Content settings... | Clear browsing data... |

Google Chrome may use web services to improve your browsing experience, You may optionally disable these

services, Learn more

&.

Use 2 web service to help resolve navigation errors

Use a prediction service to help complete searches and URLs typed in the address bar

LU Y

Predict network actions to improve page load performance

)

Send suspicious downloaded files to Google

W Enable phishing and malware protection

W Use a web service to help resolve spelling errors

. Automatically send usage statistics and crash reports to Google

|| Send a "Do Not Track™ request with your browsing traffic



Chrome 4

5. Select Allow local data to be set (recommended) under Cookies.
6. Select Allow all sites to run JavaScript (recommended) under JavaScript.
7. Click Done.

Content settings

¥

Cookies

I 8 Allow local data to be set (recommended)

») Keep local data anfy until you quit yeur browser
! Block sites from sefting any data

__| Block third-party cpokies and site data

Manage exceptions.. | | All cookies and site data... |

Images

® Show all images (fcommended)

) Do not shew any ighages

Manage exceptions.. |

JavaSeript v

I ® Allow all sites to run JavaScript (recommended)

. Do not allow any site to ru

Manage exceptions...

Handlers

I Done

8. Reload the page with which you were experiencing issues.



Firefox

1. Press Alt on your keyboard.
2. Click Tools.
3. Click Options.

wf L

File Edit View History Bookmarks| Tools | Help

:""h Lagin - EventBooking (GO) Downloads Ctrl+)

(€ Add- Ctrl+ Shift+A

' é @ go.eventbooking.com/Login.s ada-ans Fit- +

— Set Up Sync...
Web Developer b
Page Info .

| Options I



Firefox

4. Click the Privacy tab.
5. Select Remember history from the dropdown under History.
6. Click OK.

0o = @ |F&la Q %

General Tabs Content  Applications riva Security Sync Advanced

Tracking
() Tell sites that | do not want to be tracked

() Tell sites that | want to be tracked

(@) Do not tell sites anything about my tracking preferences

Learn More

History

Firefox will: | Remember history

Mever remember

Use custom settingsifor history

Firefox will rememnber your brovgsing, download, form and search history, and
keep cockies from websites you Yisit.

You may want to clear your recent Ristory, or remove individual cookies.

Location Bar

When using the location bar, suggest: Histun_.r\'\d Bookmarks v

AT

oK

7. Reload the page with which you were experiencing issues.

Note: The current version of Firefox does not provide a way to disable or enable JavaScript from the options menus.



Internet Explorer

1. Click the gear icon in the upper-right of the browser window.

2. Click Internet Options.

Print

+You File

Zoom (100%)

Safety

Add site to Apps
View downloads Ctrl+J

‘ Manage add-ons

F12 Developer Tools

Go to pinned sites

Compatibility View settings

| Internet opticns

About Internet Explorer




Internet Explorer

3. Click the Privacy tab.

4. Adjust the privacy slider to your preferred level. (Medium is recommended.)

' General | Security | Privacy | Content | Connections | Programs | Advanced

Settings

Select a setting for the Internet zone.
Medium

- Blocks third-party cookies that do not have a compact
privacy policy

- Blocks third-party cookies that save information that can
be used to contact you without your explicit consent

- Restricts first-party cookies that save information that
can be used to contact you without your implicit consent

| sites | | Import | | Advanced | Default

Location
Mever allow websites to request your
ar Sites
O physical location

Pop-up Blocker

Turn on Pop-up Blocker Settings
InPrivate

Disable toolbars and extensions when InPrivate Browsing starts




Internet Explorer

5. Click the Security tab.

6. Click Custom level...

| General | Security | Privacy | Content I Connections | Programs I Advanced

Select a zone ti view or change security settings.

@ \& v O

ntv.-_-rnv.: Lotal intranet  Trusted sites  Restricted

sites

Security level for this zone
Allowed levels for this zoney Medium to High

Medium-high
- Appropriate for lpost websites
- Prompts before aywnloading potentially unsafe
content
- Unsigned ActiveX cdntrols will not be downloaded

restricted zones,

Enable Protected Mode (requirs restarting Internet Explorer)

| Customlevel.., |  Defaultlevel

Reset all zones to default level

| | concel || apoly




Internet Explorer

7. Scroll down until you find Active scripting.
8. Select Enable under Active scripting.
9. Click OK.

Settings

(@) Enable
O Prompt
Scripting
Active scripting
Diicahle

]

E;i Allow status barupdates via script
(@) Disable
() Enable

Allow websites to prompt for information using scripted wind:
(B Miozhla v

*Takes effect after you restart your

Reset custom settings

Resetto:  Medium-high (default)

10



Internet Explorer

10. Click Apply.
11. Click OK.

General | Security |F*r1":.|'a'::1_ar | Content I Connections | Programs I Advanced

Select a zone to view or change security settings.

@ & v 0O

ntv.-_-rnv.: Local intfranet  Trusted sites  Restricted
sites

Internet

0 This zone is for Internet websites,
except those listed in trusted and
restricted zones,

Security level for this zone
Allowed levels for this zone: Medium to High

Medium-high
- Appropriate for most websites
- Prompts before downloading potentially unsafe
content
- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode (requires restarting Internet Explorer)

| Custom level... | Default level

Reset all zones to default level

”ﬁﬁ—I‘—H Apply

12. Reload the page with which you were experiencing issues.



Safari

1. Click Safari in the upper-left of your screen.

2. Click Preferences...

@ [5Gl File Edit View History Bookmarks Develop Window Help

2 =
Safri Extensions...
Preferences...
Clear History and Website Data...
Services >
Hide Safari #8H
Hide Others X &H
Show All
Quit Safari #Q

3. Select the Security tab.
4. Check the box next to Enable JavaScript.

Fraudulent sites: # Walln when visiting a fraudulent website

e Google Safe Browsing Service is unavailable.
0 updates have occurred in 7 days.

Web content:l Enable JavaScript I
Block pop-up windows
Allow WebGL = Website Settings...

Internet plug-ins: Allow Plug-ins = Website Settings...



